


3.2. Personal data protection officer 

3.2.1. The personal data protection officer shall be Ing. Mgr. David Hanel, e-mail: 

info@klblegal.cz. 

3.3. Purposes of processing personal data and the legal basis 

3.3.1. Law firm processes personal data for following purposes: 

a) the proper provision of service to Client,

b) to comply with applicable legislation,

c) for purposes of performance of a contract, and

d) based on Client´s consent for marketing purposes.

3.3.2. Legal basis for processing personal data is primarily legislation of the Czech 

Republic, especially Act no 85/1996 Coll., on Advocacy („Act on Advocacy“) 

professional rules of the exercise of advocacy. 

3.3.3. Law firm processes personal data in accordance with legitimate purposes. 

Primary purpose of personal data processing means personal data processing 

to perform the contract to which the data subject is a party, or in order to take 

steps at the request of the data subject prior to entering a contract. 

Exceptionally the processing of personal data by Law firm is based on explicit 

consent to personal data processing. Client may revoke his explicit consent at 

any time. 

3.3.4. Law firm processes Client´s personal data, including name, date of birth, birth 

number, address, e-mail or phone number, Client´s bank account number, 

and where applicable Client´s health status. Marginally and only based on 

Client´s explicit consent Law firm processes personal data for marketing 

purposes.  

3.4. Obligation to provide personal data 

3.4.1. Law firm shall not enter contractual relationship with person that refuses to 

provide personal data in the necessary scale required by applicable 

legislation. If Client refuses to provide pertinent data, Law firm shall not enter 

contractual relationship with them, or must the existing contractual 

relationship terminate. 

3.4.2. Client is not obliged to give consent to processing of their personal data for 

marketing purposes. Where Client refuses to consent, it shall not affect 

designation and duration of contractual obligation. 

3.5. Time period of stored personal data 

3.5.1. Time period for which the Clients personal data are stored by Law firm is 

limited to what is necessary in relation to the purposes for which they are 



processed. Law firm is required to store Client´s documentation for the period 

of five (5) years after the termination of the provision of legal service. 

3.6. Categories of recipients of personal data 

3.6.1. Personal data are processed by Law firm. In some cases, Client´s personal data 

may be provided for the purposes of contract of the provision of legal service. 

These recipients may include experts, translators or advocates cooperating 

with Law firm. Law firm provides personal data to other recipients only in the 

necessary scale. 

3.6.2. By reason of proper exercise of advocacy, Law firm is entitled to reject request 

of third person to provide Client´s personal data. Third person means, in 

particular, opposing party and their representative, party in the proceedings, 

witness and the injured party in criminal cases. 

3.7. Transfer of personal data to third countries 

3.7.1. Law firm expects no transfer of personal data to countries outside the 

European Union. 

3.7.2. In the case of exceptional transfer of personal data to countries outside the 

European Union, Law firm uses standard contractual clauses proposed by 

European Commission. 

4. Clients rights

4.1. Primary subject of the personal data is always Client and therefor shall have following 

rights related to their personal data, these rights are specified in the General Data 

Protection Regulation. 

4.2. Within the framework of providing legal services, Law firm warns Clients about the 

possibility of limitation Client´s personal data protection by Act on Advocacy, 

professional rules of the exercise of advocacy and relevant public interest. 

4.3. Right to access 

4.3.1. Client has the right to receive information from the Law firm on whether their 

personal data is being processed, as well as the right to access this personal 

data. 

4.4. Right to rectification 

4.4.1. Client shall have the right to have their personal data rectified od completed. 

In justified cases, Law firm shall have the obligation to comply with Client´s 

request. 

4.5. Right to erasure 

4.5.1. Client shall have the right to request from Law firm erasure of personal data, 

in where legal requirement for erasure are met. 



4.5.2. Client shall not have the right to erasure, when personal data processing is 

necessary for the establishment, exercise or defense of legal claims or for 

compliance with a legal obligation. 

4.6. Right to restrict the processing 

4.6.1. Under certain circumstances, such as Client contests the accuracy of the 

processed data or if Client is not sure if their data is lawfully processed, client 

shall have the right to ask Law firm to temporarily restrict the data processing. 

4.7. Right to data portability 

4.7.1. Provided that the legal requirements are met, Client shall have the right to 

obtain the data that Law firm holds structured in a machine-readable format 

and the right to transfer it to another controller. 

4.7.2. The right to data portability Client has where processing is based on contract 

of the provision of legal service or consent to personal data processing and 

the processing is electronical. 

4.8. Right to object 

4.8.1. Client shall have the right to object, on grounds relating to their situation (in 

case of direct marketing at any time), to processing their personal data by Law 

firm. Law firm shall no longer process the personal data unless compelling 

legitimate grounds for processing are demonstrates. For receiving and 

treatment of objection is entitled personal data protection officer (see 

above). 

4.9. Right to lodge a complaint 

4.9.1. Client shall have the right to lodge a complaint with a supervisory authority in 

European Union, if Client considers that their rights under General Data 

Protection Regulation are infringed. The supervisory authority in Czech 

Republic is Úřad pro ochranu osobních údajů, with its registered office at Pplk. 

Sochora 27, 170 00 Praha 7, www.uoou.cz. 

5. Final provisions

5.1. Law firm is entitled to amend the personal data protection policy at any time. 

5.2. This personal data protection policy takes effect on the 1st of May 2018. 




